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JustINA Plus Medium Enterprise IP Phone System 

⚫ Anti-theft, protect your calls with enterprise level firewall  

⚫ Free calls between branches, support mobile office with JustINA 

⚫ 1TB Storage for private cloud storage 

⚫ X86 server, stable, durable with two-year guarantee 

⚫ Meetme conferences, effective communication at any time 

⚫ Support connecting with loT sensors for real-time alarms 

 

 

Product details

Enterprise Firewall 

⚫ Multiple security zones, access control criteria: user identity, source and destination zones, IP addresses, services, UTM policies, web 

filtering, application filtering, anti-spam, network bandwidth management, application layer 7 control and visibility, access scheduling, 

source and destination NAT, SIPNAT traversal, 802.1q VLANs 

 

Virtual Private Network 

⚫ Open VPN; Multiple encryption methods; Hash encryption algorithm; Authentication-pre-shared key, Digital certificates; Failed peer 

detection, PFS support; Debye-Herman group, 1, 2, 5, 14, 15, 16; External certificate authority; End-user domain name access support; 

VPN networking support; VPN redundant connections; Radial VPN Support 

 

Network Optimization 

⚫ Application-layer based bandwidth management, category-based bandwidth limiting, bandwidth optimization policies, WAN 

bandwidth monitoring 

⚫ Call Transfer (Attended / Unattended) 

⚫ Call Parking / Pick-up (Depending on server) 

⚫ Redial 

⚫ Do-Not-Disturb 

⚫ Auto-Answering  

⚫ Voice Message (With Server) 

⚫ 6-party Conference 

⚫ Hot Line  

⚫ Hot desking 
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Network 

⚫ Physical: 10/100 Mbps Ethernet, dual bridged port for PC bypass 

⚫ IP Mode: IPv4 / IPv6 

⚫ IP Configuration: Static IP / DHCP / PPPoE 

⚫ Network Access Control: 802.1x 

⚫ VPN: L2TP / OpenVPN 

⚫ VLAN 

⚫ LLDP 

⚫ QoS 

⚫ RTCP-XR (RFC3611), VQ-RTCPXR (RFC6035)

Wireless 

⚫ Support USB interface 3G/4G and WiMax, basic WAN access, WAN backup access, Wi-Fi IEEE 802.11 a/b/g/n 

 

Open VPN 

⚫ TCP & UDP tunnels, Multi-layer client authentication – certificates, username / password, user & group policy enforcement, Network 

access – full tunnel separation, granular access control to all enterprise network resources, administrator control, session timeout, failed 

peer detection, application layer access based on TCP protocol – HTTP/HTTPS/RDP/TELNET/SSH 

 

Networking 

⚫ Automatic failover backup, application and user based policy routing, IP address assignment, static, DDNS client, ARP proxy, DHCP server, 

DHCP relay, HTTP proxy support, parent proxy with FQDN, dynamic routing: RIP v1&v2, OSPF, BGP 

 

Remote administrator, system management  

⚫ Web page based configuration, customized rights management, firmware upgrade via web interface, web2.0 compatible interface, NTP 

support 

 

User authentication and login  

⚫ Internal database AD (active directory) integration, 7x24 hour detection and logging, system logs, log viewer, web filtering, anti-spam, 

authentication, system and management events 

 

On-Appliance Reporting 

⚫ Integrated web-based reporting tool, device connection status reporting detection platform, search keywords to view security, spam 

traffic & VPN reports, reports in tabbed or graphical format, PDF and Excel sheet exportable formats, support for automatic report 

delivery on a scheduled basis 

 

System Backup 

⚫ Local backups for quick system recovery, remote backups of critical files, scheduled off-hours, backups of encrypted files, backups for 

Windows VSS compatibility, user-defined backup policies, storage allocation 

 


